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m Anforderungen an die Cybersmherhelt

Anforderungen an den Umgang mit
e Schwachstellen, einschliel}lich >5 Jahre
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Cybersicherheitsrisiken werden

BIoWSEs dokumentiert, regelméalig bewertet, behoben Slchethelisapdates
und kommuniziert o Nachweis und Transparenz: Klare
Informationen zu Cybersicherheitsrisiken und
B Cybersicherheitsanforderungen fiir die Anweisungen fiir Benutzende,
xx=) Planungs-, Entwurfs-, Entwicklungs-, Konformitatsbewertung, technische
e oanort. Produktions-, Liefer- und Wartungsphasen. Dokumentation, CE-Kennzeichnung
Manager Sicherheit der Lieferkette und Sorgfaltspflicht
e Meldung aktiv ausgenutzter Schwachstellen

und schwerwiegender Vorfélle
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Software zur Ausstellun .
SIEM System digitaler Zertifikate - Firmware Betriebssystem Anwendungen Videospiele
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Zeitleiste Ergebnis EU-Konformitﬁtserklﬁrqu und kann die

CE-Kennzeichnung anbringen

+
.......................................................................................................................

10. Dezember

2024 4
Tritt in ;
Kraft E e L L R L e L e T e R s b L R L L L) '
Meldung aktiv ausgenutzter Schwachstellen und Vorfille
bis 24 Stunden  bis zu72 Stunden  bis zu 14 Tage um 1 Monat (art. 14)
' Biszum 11. : : ° I Abschlussberich
Beginnende September 2026 : : Bewusst Frilhwarnung Notification Benachrichtigung Senussbenicht
Meldung aktiv SR zum Vorfall
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: Schwachstellen

und Vorfalle.

Biszum 11, cioqidge | ¢ Strafen (Art. 64) % £3% Zu beachtende Punkte

: Dezember 2027 Umsetzung 3 F e ey SR

: = 3 ichteinhaltung wesentlicher Anforderungen: & : ; -

: aller anderen : % i : = Neuer Rechtsrahmen (z. B. Sicherheit)

: NicR e biszu 15 Mio. EUR oder 2,5% des 2 « Konformitatsbewertung durch den Hersteller

Anforderungen : ! .
. oder einen Dritten

Jahresumsatzes

Falsche, unvollstandige oder irrefiihrende « Bedingung fiir den Zugang zum EU-Markt :
Angaben . : : = Erhohte Haftung aufgrund méglicher Zivilklagen =
* bis zu 5 Mio. EUR oder 1% des Vo aufgrund von CE-Konformitétsproblemen

® 41 horizontale Normen fiir YEEEESEECUES L EE ;
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der EU verabschiedet wurden, ¥ . y .
10 delegierte Rechtsakte, 8 [E Das im Rahmen der Fordervereinbarung Nr.

Durchfiihrungsrechtsakte und JE 101190193 finanzierte Projekt wird vom Europaischen
1 Leitfaden Kompetenzzentrum fiir Cybersicherheit unterstiitzt.
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