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Raportarea vulnerabilititilor si incidentelor exploatate in mod activ
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producator sau de catre o terta parte
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Proiectul finantat in cadrul Acordului de grant nr.
101190193 este sustinut de Centrul European de
Competenta in domeniul Securitatii Cibernetice.

Nerespectarea cerintelor esentiale: :
» panala 15 milioane EUR sau 2,5% din cifra de :
afaceri anuala :

Informatii incorecte, incomplete sau ingelatoare: ;
e panalas milioane EUR sau 1% din cifra de
afaceri anuala
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